Effective IT for Busin

F) e
FUSIONIFactor

0As a busin
you dondt h
waste on technical and
operational

where we shiné Contact
us; A true professional IT
support team you can
count on ava

-Bhavin Mehta, Fusion Factor Corporation

Carlsbad, CA
What 6s |

Sneaky Ways Cybercriminals
Access Your Network and what you
can do to prevent it TODAY

Pagel

n

Prepare for Windows7 and
Windows Server 2008 end of
support

Page 2
Shiny New Gadget Of The Month
Page 3

3 Easy Steps To Make Your
Company Meetings More
Productive and Efficient For All

Page 3

An URGENT Security Warning For

Server 2008 R2

Page 4

"All I'm saying is we plug these into Excel, let it do
its thing, and then we can all play until lunch!”

Ge't more free

tips,

Access Your Network
And What You Can Do To Prevent It TODAY

Hackers prefer the litle guy. The high -
profile data breaches you read about in the
news fi your Facebooks and Equifaxes and
T-Mobiles fi are only the tip of the iceberg
when it comes to the digital crimes being
perpetrated day after day, especially against
small businesses. Today, according to a
report by the National Cyber Security
Alliance, 70 percent of hackers specifically
target small businesses. Attracted by the
prospect of easy money, they search for
those organizations who underspend on
protection, who have employees untrained
to spot security risks, and who subscribe to
woefully out -of-date practices to protect
their data. As a result, more than 50 percent
of small businesses have been hacked, while
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existence of small businesses everywhere,

most CEOs offer up a collective shrug.

The tactics and software available to

hackers become more sophisticated

by the

day, but with so many unwitting victims,

most criminals do
hard to net a six-figure income. By sti

not
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to two tried -and-tested tools of the trade i

phishing, ransomware and the subtle
guessing us e ris they

art of
feecs

60 percent of companies breached are comfortably off the earnest efforts of small

forced to close their doors within six
months.

businesses all over the world.
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Most business owners have no idea the You need to educate yourself and your

danger theyore
leaving cyber security up
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of any email that enters your inbox. Make it a habit of
hovering over hyperlinks to check their actual destination
before you click. If an email is coming from someone you
know, but the email address is different, verify it with the

other party. And never, ever send passwords or personal
details to anyone over the internet if you can avoid it.

Speaking of passwords, you probably need to upgrade
yours. The majority of folks use the same password for
everything from their Facebook account to their business
email. The fact that this includes your employees should
make you shudder. It may not seem like a big deal i wh 0 8 s
going to take the time to guess SoCcErMoM6667 but aside
from the fact that simple software enables hackers to guess
even complicated Of course, you can read up on hacking techniques and teach
passwords in minutes, thatdst hemt tVegmubsyalalmy ume ¢ ¢s syaruls:
Instead, they can just look at the data dumps from a recent preach can still occur. Cybercrime is constantly evolving, and
more high-profile breach fi think the Equifax fiasco i pull  staying abreast of its breakneck pace takes a dedicated
your old website from there and type it into whatever profile awareness of the | atest prot.e
they want to access. If you keep all your passwords the same  \hy your single best weapon to defend you against the hackers
across sites, it wondt take gy dborlisdotifld atmanagdd s@rvice prévider (MSHY With I
precious assets. To avoid this, implement a strict set of gz packground in defending against digital threats to partner
password regulations for your business, preferably with your organization. These companies not only regularly
incorporating  two -factor authentication and mandatory  monitor your network, they also keep it updated with the latest
password changes every few weeks. patches and measures to prevent the worst. And if crisis
somehow stild]l strikes, t heydl
up in minutes rather than days, equipped with an expert
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Prepare for Windows 7 and Windows Server 2008 end of support

Don't let your infrastructure and applications go unprotected. We're here to help you
migrate to current versions for greater security, performance and innovation.

On January 14, 2020, support for Windows Server 2008 and 2008 R2 will end. That
means the end of regular security updates. As July 14 2019 rapidly approaches,

we candt overstate the importance of P
will ensure you are ready, secure, and getting all the benefits of an enhanced
IT infrastructure - sooner, rather than later. The clock is tickihg-d on &6t |
it until itds too | ate! I f youdre runfnin on‘ n
talk to Fusion Factor Corporation about a server migration strategy today. . .
We've got you Covered with new options call NOW at January 14, 2020

(760) 9404200 or email us at info@fusionfactor.com
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Shiny New Gadget
Of The Month:

This Smartphone Is
Also A Projector:
Introducing The Movi

Sure, your big honking iPhone
or massive Android is
impressive, but does it have a
screen the size of an entire wall?

The Movi is the first
smartphone to integrate a built -
in pico projector into its design,
allowing users to project 720p
images up to 200 inches in size
wherever they are. At only $599,
itds a bargain
other comparable projectors.

However, there are caveats: the
Movi 6s FHD phon
compare to its higher-end
OLED competitors, and its
camera leaves something to be
desired. But I f
video buff with a mind for
convenience, the Movi may be
just what youdr
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Watch Your Doors

When was the last time you looked at answered by a person or a recorded
the doors to your bmessagegitsgeaks Volumes aboui yourj u
about wh o comes i n professtorfalism andl puoctuadityp. o u t

how.
The way you handle service and

Let me give an example. A new supportis yet another door. How easy
restaurant opened nie & rfor mycustmrhefr itoc gchedulet ad s
been very successful, and | eat there repair? Do techs arrive when
regularly. The only problem is the promised? Are they professional in

horrendous door you have to go appearance and friendly in demeanor?

through to get in. Opening it causes an

obnoxious grating sound, not unlike a T hen thereods your
few metal tomcats duking it out in an accounts. What image do your various

alley. The pull is hard and Platforms convey? Does your social
inconsistent. At f imedg support;of @&jragch fromypus y
fix it, but since bad?hasnst been dea
wi t h in mont hs, i

t ha
~ ?(our oﬁﬂce enwrop ent |s A ther ls&
the owners dondt gi I'}
oo L |t a place customers enJo or endure?
the first impression it creates.
If you serve coffee, how good is it?

Actual doors are important, but the .
. . Gordon Hi nckl ey S
metaphorical doors to your business . . .
. vigilance is the price of eternal
are even more important. These .
devel ment . 0 Pay

cdoorso are entry co%s?s{entl will allow Irou to devglo
people in or keeping them out. They Y y P

and achieve success. Ignoring the
can welcome or they can warn. . :
doors, literal and metaphorical, can be

What about the doors to your business? ~ €ostly.

Wourwglosne is yourpor?llne 8oor 1sit A good door makes it easy for
aesthe“ca”y p|eas|ng? Easy to customers to enter. A great door
navigate? Up-to_date? Can a visitor invites them in and sets the tone for
quickly find contact information? Does What follows. Make sure yours
it just advertise, or does it make jt easy immediately conveys everything you

@rv@tdisliogcﬁjd’]ytag‘eac{b,ﬁbt want others to know about your

business.
Your phone is a door too. Whether
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